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Why Outsource?

Cost Cutting Tool

Enables Focus on Core Business

Solves Capacity Issues

Enhances Service Quality

Critical to Business Needs

Access to Intellectual Capital

Manages Business Environments

Drives Broader Transformational Change

Deloitte (2016)

The advantage of different time zones
is the ability to reduce the turnaround g
time significantly, and a better service

that can transform ideas into products
faster.

SHARED RISKS
The risks are equally shared
with a partner company.

RESOURCES

If you lack the necessary resources for
completing a better job, this is a good
way to gain an advantage in materials
or expertise in a specialized area.

FLEXIBILITY
Additional workforce for the
temporary requirements.

i" : Why Outsource?

OPERATIONAL RISKS
Keeps the operation going in

case of employee turnomA

FOCUS

The main benefit of outsourcing not so
crucial tasks or parts of your operations is
that the extra time can be utilized towards
the more value-added objectives of the
business.

Park (2017)

Good acquired partnerships
can lower the prices of labor
and material.

OVERHEAD COSTS

These costs can be extremely high,
particularly for entrepreneurs. By
outsourcing those functions,
overhead costs are diminished.


https://www.jeffbullas.com/outsourcing-for-entrepreneurs/
https://www2.deloitte.com/content/dam/Deloitte/nl/Documents/operations/deloitte-nl-s&o-global-outsourcing-survey.pdf

Onshore vs. Nearshore vs. Offshore - Outsourcing

*Onshore Outsourcing - within your own country
e Offshore Outsourcing - to companies in other countries

*Nearshore Outsourcing - to a neighboring country



The advancement in party logistics 1PL 2PL 3PL 4P 5PL 6PL
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Logistics Service Integration

Aklogisticsandsupplychain (2020)



https://aklogisticsandsupplychain.com/2020/03/02/1pl-2pl-3pl-4pl-5pl-6pl-the-advancement-of-party-logistics/
https://aklogisticsandsupplychain.com/2020/03/02/1pl-2pl-3pl-4pl-5pl-6pl-the-advancement-of-party-logistics/

Integrating the supply chain o

* The vision is flow logistics based O 1O 1O1 1O
on end-customer demand - - S S
* The supply chain needs to act as ®) @
a Synchronised Network
* Results in: e e

* immediate availability of products

at the point of sale e e
: &

* rapid configuration and delivery of Key:
.o OEM = Original equipment manufacturer
customer-specified products Tier 1 and 2 = Supplier schelons

Supply Network (a) Before synchronisation;
(b) after sychronisation
Christopher (2016)



Integrating Internally and Externally

e Internal- Function to Function

Narrow arc

* Reduce functional barriers between Y
purchasing, manufacturing and
dIStrIbUtlon Broad arc

* Use Intranets

- r
Upstream Downstream

o OO e O e D

Arc of Integration
Harrison et al (2012)



Information sharing: the electronic sharing

* Trading partners are given access to * Therefore, can access data from

a system with shared information customers on sales or product
* Shared information may include: JElgE
e point-of-sale data * Enables:
* product descriptions * alert their suppliers of forthcoming
« pricing requirements
e promotional calendars e Continuous replenishment

* inventory levels
* shipment tracking and tracing

* Uncertainty is reduced - Visibility
e Supports independent planning



Functional Structure- Export Department

* With increase in exports
turnover, an independent
exports department is often
setup and separated from
domestic marketing

* Exports activities are controlled
by a company’s home-based
office through a designated head
of export department, i.e. Vice
President, Director, or Manager
(Exports)

Cperations

Finance

Marketing

Human resource I

Domestic marketing ‘

Exports |__;




Cadbury Schweppes- Case Study

* Organized into:
* Regions
* Global functions

* Each region is focused on
commercial operations in its
geographical and product area,
and also maintains teams from
each of the six functions

* Each function has a small central
team and regional presences
which are coordinated by the
central team

CEO
Todd Stitzer

| —

Finance
Ken Hanna

Human Resources
Bob Stack

Legal

Hank Udow

Supply Chain
Steve Driver

Commercial
Tamara Minick-Scokalo

Science and Technology
David Macnair

Group Strategy
Mark Reckitt

Americas
Jim Chambers

Britain, Ireland, Middle East
and Africa
Matt Shattock

Europe
Chris van Steenbergen

Asia Pacific
Rajiv Wahi

Cadbury Schweppes regions and global functions

Harrison et al (2012)




Supply chain decisions impact the resource
footprint

Design > Source > Make > Deliver > Return >
* The choice ¢ | ocation of * Improve * Optimise * Develop
of materials suppliers can energy network ‘reverse
for both the impact efficiency. configuration. logistics’
product differentially » Reducing ¢ Minimise capabilities.
and the on a resource waste, transport * Manage
packaging. footprint. rework and intensity. product end
* The physical * Environmental scrappage. * Reconsider of-life.
characteristics implications e Reduce/ transport e Create
of the of supply eliminate modes. ‘closed-loop’
product. source, e.g. pollution and supply chains.
* Focus on ‘food miles’. emissions.
opportunities ||® Society and
for re-use ethical issues.
and recycling.

Christopher (2016)



Key Measures

*Supply-chain decarbonization
* Reduce Greenhouse gases in the supply chain

*Reducing the transport-intensity of supply chains
*4 R’s- Reduce, re-use, re-cycle, recover



Supply Chain Risk



Covid 19 Effects

*Considerable ‘chaos’ exists in our supply chains through the
effects of Covid 19

* Supply Chain Disruptions
* Supply Chain uncertainty

» Shortage of freight containers
* Increased shipping cost
* Longer lead times

* De-globalization
e Reshoring
* Shorten of Value Chains
* Localize production



Global Outlook

FTCHANNELS > FTTRANSACT » TOWHAT KIND OF WORLD WILL W... FT TRANSACT

* Why the world is in a shipping
Crisis -

EXPLORE THE SEVEN MEGATRENDS SET

o |V| e g at re n d S TO SHAPE THE POST-PANDEMIC WORLD

UBS’s Q-Series report ‘Future Reimagined: Propelled
to The Thinking Economy’ identified seven
megatrends set to reshape the world as it recovers

* The next generation Covid-19

Digest the confluence of factors that combine to
shape each megatrend and the implications for

. . . economies worldwide, then uncover their combined
Va CC I n e S S e e I n g a S I C e O e impact on 37 industries, including strategic shifts and

key signals for ongoing change.

Explore how these megatrends impact specific

market -

Click on the roundels to find out more



https://www.businessinsider.com/shipping-crisis-causing-shortages-why-2021-6
https://channels.ft.com/transact/explore-seven-mega-trends-set-shape-post-pandemic-world/?utm_source=FT&utm_medium=Premium_Native_Amplification
https://www.ft.com/content/846c00e4-06ba-417d-978c-98caef7f605a

Sector Impact due to Covid 19

FTCHANNELS » FT TRANSACT » TO WHAT KIND OF WORLD WILL W... FT TRANSACT

The content in this infographic was relevant when it was published on 18 June 2020.
Current views may differ.

SECTOR IMPACT

Explore the combined impact of the megatrends on 37 individual
industry groups, and what it may mean for their outlook.

AEROSPACE v

Covid-19 has dealt a severe blow to the aerospace sector. Beyond the
ultimate demand of the travelling public, we believe global airlines will not
be in a financial position to bounce back quickly. Potentially lasting changes
in work-related travel post-pandemic should only add to the likelihood of a
recovery taking years.

*Sector Impact



https://channels.ft.com/transact/explore-seven-mega-trends-set-shape-post-pandemic-world/impact/?utm_source=FT&utm_medium=Premium_Native_Amplification

Supply Chain Vulnerability

*Exposure to serious disturbance

*From risks:
e within the supply chain

*as well as risks external to the supply chain
(Cranfield School of Management 2002)



Vulnerability of supply chains to disturbance or
disruption has increased

*Due to:
* The globalisation of supply chains
* The adoption of ‘lean’ practices,
* The move to outsourcing
* Tendency to reduce the size of the supplier base
* Focused factories and centralised distribution




Risk Identification



Risk |dentification

*Establish risk profiles for all elements of your supply chain
* Active monitoring to keep these profiles up to date

*Determine which segments of your supply chain and how
many sub-tiers to actively monitor



Understanding the supply chain risk profile

*The purpose of the risk profile is to establish:
* Where the greatest vulnerabilities lie?

*Seek out the ‘critical paths’ through the network where
management attention should be especially focused

e Undertake an audit of the main sources of risk across the
network



Sources of Risk

1. Supply risk
How vulnerable is the business to disruptions in supply? Risk may be higher
due 1o global sourcing, reliance on key suppliers, poor supply management,
etc.

2. Demand risk
How volatile is demand? Does the ‘bullwhip’ effect cause demand ampilifi-

cation? Are there parallel interactions where the demand for another product Supply Process Demand
affects the demand for ours? risk risk risk
3. Process risk

How resilient are our processes? Do we understand the sources of variability

in those processes, e.g. manufacturing? Where are the bottlenecks? How C’:’_"tm'
much additional capacity is available if required? risk
4. Control risk Environmental risk

How likely are disturbances and distortions to be caused by our own internal
control systems? Do we have ‘early warning systems’ in place to alert us to
problems? How timely is the data we use?

5. Environmental risk
Where across the supply chain as a whole are we vulnerable to external
forces? Whilst the type and timings of extreme extermal events may not be
forecastable, their impact needs to be assessed.

(Christopher, 2016)



Supply Chain Risks to Be Considered During
Network Design

Category Risk Drivers
Disruptions Natural disaster, war, terrorism
Labor disputes
Supplier bankruptcy
Delays High capacity utilization at supply source

Systems risk

Forecast risk

Intellectual property risk

Procurement risk

Receivables risk

Inventory risk

Capacity risk

Inflexibility of supply source
Poor quality or yield at supply source

Information infrastructure breakdown
System integration or extent of systems being networked

Inaccurate forecasts due to long lead times, seasonality,
product variety, short life cycles, small customer base
Information distortion

Vertical integration of supply chain
Global outsourcing and markets

Exchange-rate risk

Price of inputs

Fraction purchased from a single source
Industry-wide capacity utilization

Number of customers
Financial strength of customers

Rate of product obsolescence
Inventory holding cost

Product value

Demand and supply uncertainty

Cost of capacity
Capacity flexibility

Supply chain shocks are often impossible to predict, but happen

with regularity

More frequent @

A four-part framework to understand disruptions

© Less frequent

@ Hypothetical, groundad in fact °

@ Meteoroid strike Surprise catastrophes | @ Extreme @ Supervolcano Global crises
andemic
@ Solar storm P ! urearmquake
.g @ Systemc @ Exireme Pandermic
& = . :: e terrorism * ® Global military
5 F ybe Financial conflict
3—:* Major Crisis
‘§ s @ geophysical Acute climate
ALK Terrorism  event Trade war
&8 = _Trade war
® E35 Man-made
‘§ disaster Regulation Localized
E|5 2 ) military conflict
o 2 k=l @ Common ® Idiosyncratic
2| =3F cyber attack (e.q. Ghronig
supplier climate change
@ ® counterfeit bankruptey)
5 s}
= Theft
= Surprise disruptions Anticipable disruptions
No lead time Days Weeks Manths or more

Ability to anticipate (lead time)

Expected frequency of
a disruption (in years) by duration

Based on expert interviews, n=35

Disruption
duration:

1-2 weaks 2.0 Years

2-4 weaks 2.8 Years

3.7 Years

1-2 months

2+ muonths 4.9 yaars

Seuica: Expert inberviews, Berabure teviews, press saarch, Mekinesy Global Institle analysis

McKinsey & Company 5

Source: Adapted from “Managing Risk to Avoid Supply Chain Breakdown.” Sunil Chopra and
Manmohan S. Sodhi, Sloan Management Review (Fall 2004): 53-61.



Risk Assessment



Calculate Size of Risk

*What the probability of disruption is?
*What is the impact of the disruption?

Supply chain risk = Probability of disruption X Impact

(Christopher, 2016)

*A risk profile can be quantified by assigning score such as:
* (1) for low, (2) for medium and (3) for high
OR
1 (low) to 10 (high)



Supply Chain Risk Profile- Simple

Risk name “ Probability points Total severity points

IT system fails Low: 1 High: 3 (1x3)=3

Key supplier strike Buyers Medium: 2 High: 3 (2x3)=6

Hail damage Facilities Low: 1 Low: 1 (1x1)=1

Obsolete inventory Production High: 3 High: 3 (3x3)=9

Unrealistic key
customer demands

Sales Low: 1 Medium: 2 (1x2)=2

APICS (2015)



Supply Chain Risk Profile:
One Path in the Supply Network

Supplier Warehouse Local
(UK) (UK) Port A (UK) Port B (US) Distributor

(US)

Source | Destinations | Logistics | Delivery Risk Probability Impact Size of risk
time (1 low 10 high) (1 low 10 high)
Supplier  Warehouse Train ddays Unreliable train
service
Wareho Port Lorry 1day Lorry breaking 1 8 8
use down
Port A Port B Ship 15 weeks Bad weather 3 6 18
Port B Local Lorry 5 days Traffic 3 3 9
distribution

Local Customer Van 1day Customer 5 5 25
distribut Not at home

ion



Failure Mode Effect Analysis (FMEA)

*Used to Identifying where the priority should be placed
*So as to reduce the risk of failure

° Ask:

* What could go wrong?
* What effect would this failure have?
* What are the key causes of this failure?




FMEA Process

Actions + Check

Risk priority number (RPN) = Step 1: Detect a
SEVFOCCURDETEC failure mode

Failure Mode
&

Effect Analysis

Step 4: Detection Step 2: Severity
number (DETEC) number (SEVY)

Step 3: Probability
number (OQCCUR)



FMEA- Scoring

Risk analysis scoring system

* Assess any possible failure

S = Severity No direct effect on operating service level
opportunity against the following R T e e e p———
cr i t e r-i a: Definite reduction in operating service
Serious deterioration in operating service level
° S EVE RITY' W h at I S t h e seve rlty Of Operating service level approaches zero
th e effe ct Of fa [ I ure ? O = Likelihood of occurrence Probability of once in many years

Probability of once in many operating months

* OCCURENCE- How likely is this
failure to occur?

 DETECTION- How likely is the failure
to be detected? D = Likelihood of detection

e Calculate Risk Priority Number
(RPN)

RPN = severity x occurrence x detection (Christopher, 2016)

Probability of once in some operating weeks

Probability of weekly occurrence

Probability of daily occurrence

Detectability is very high

Considerable warning of failure before occurrence

Some warning of failure before occurrence

Little warning of failure before occurrence

LS ool < < T I A I S I I A

Detectability is effectively zero



FMEA- Example

SC Stage Potential Potential Causes Severity (S) Likelihood of | Likelihood of | Risk Priority
Disruption Effects Occurrence Detection (D) | Number
(o))
Supplier/ Production Low No set 4 2 3 24
Production inconsistencies product quality
quality standards
Warehousing Errors in Errorsin the Errorsinthe 3 2 3 18
packaging of order, order
orders extend lead descriptions,
time Packaging
info not
available
Distribution Insufficient Backorders  Errors during 4 2 4 32
volume at production
Warehouse planning and

forecasting



Critical paths are likely to have a number of
characteristics

*Long lead-time, e.g. the time taken to replenish components
from order to delivery.

* A single source of supply with no short-term alternative.

*Dependence on specific infrastructure, e.g. ports, transport
modes or information systems.

*A high degree of concentration amongst suppliers and
customers.

*Bottlenecks or ‘pinch points’ through which material or
product must flow.



Risk Mitigation



Risk Mitigation

*Organizations will need to develop appropriate programmes
to mitigate and manage SC risk

*The goal is to:
* develop operational resilience
* foster the ability to recover quickly
* plot alternative courses to work around the disruption



Mitigation Strategies

*End to End supply chain visibility- establish a supply chain
‘control tower’

*Work with suppliers and customers- Synchronize

*Contingency plans for actions to be taken in the event of

failure
* Adding capacity
*Holding inventory

*Re-engineering of the supply chain



Achieving Supply Chain Resilience

*The ability of a system to return to its original or desired state
after being disturbed

*Two key components:

1. Resistance refers to the robustness of the supply chain
which enables it to avoid the shocks

2. Recovery relates to the ability of the supply chain to get
back on its feet quickly



Key Factors for Building Resilience

Supply Chain Supply Base

Supply Chain
i Understanding Strategy

Design

1. Supply chain
Visibility (re) engineering

Collaborative
Planning

The Resilient 2. Supply Chain

4. Agility Supply Chain Collaboration

Supply Chain

3. Supply Chain
Intelligence

Risk Management

: Culture
Supply Chain Consider risk

Continuity in decision
Teams Board level

responsibility
and leadership (Christopher, 2016)

Velocity

making




Managing Supply Chain Risk

1. Understand the supply chain
2. Improve the supply chain
3. Identify the critical paths (nodes and links)

4. Manage the critical paths

5. Improve network visibility

6. Establish a supply chain contingency team

7. Work with suppliers customers to improve supply
chain risk management procedures (Christopher, 2016)
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